
Website Security Analysis Report

Analysis Overview

URL Analyzed: https://limelightdesigner.com/

Analysis Date: January 14, 2026 at 09:48 PM

Analysis Status: SUCCESSFUL

Network Information

IP Address: 104.239.175.53

ASN: 27357

ASN Description: RACKSPACE, US

Country: US

Description: Rackspace Hosting

CIDR: 104.239.128.0/17

Domain Information

Registrar: TUCOWS DOMAINS, INC.

Created: 2016-01-14T18:56:14

Expires: 2029-01-14T18:56:14

Last Updated: 2026-01-08T20:36:55

Status: ['clientTransferProhibited
https://icann.org/epp#clientTransferProhibited',
'clientUpdateProhibited
https://icann.org/epp#clientUpdateProhibited']



Name Servers: NS1.HOVER.COM, NS2.HOVER.COM

SSL/TLS Security

TLS Version: TLSv1.3

Certificate Type: DV

Subject: limelightdesigner.com

Certificate Authority (CA): R12

Let's Encrypt

US

Valid From: Dec 29 09:05:07 2025 GMT

Valid Until: Mar 29 09:05:06 2026 GMT

Serial Number: 062764441CBC1BBA9C9D3812B31A87F6A4A8

Content Management System

CMS Detected: Shopify

Security Headers

Present Headers:
PASSED: Referrer-Policy

PASSED: X-XSS-Protection

PASSED: X-Content-Type-Options

Missing Headers:
FAILED: Strict-Transport-Security

FAILED: X-Frame-Options

FAILED: Content-Security-Policy



FAILED: Permissions-Policy

FAILED: Cross-Origin-Embedder-Policy

FAILED: Cross-Origin-Opener-Policy

FAILED: Cross-Origin-Resource-Policy

Blocklisting Status

Overall Status: CLEAN

Services Checked: 2

VirusTotal
Status: CLEAN

Message: Domain is clean according to 0 scanners

Details: No threats detected by any security scanner

Google Safe Browsing
Status: CLEAN

Message: Domain is not blocklisted by Google Safe Browsing

Details: No threats detected

DNS Records

A Records (IPv4): 104.239.175.53

MX Records: mx.hover.com.cust.hostedemail.com. (Priority: 10)

TXT Records: "b4ynh1lfrldp2n0042zfbrz7vxsmwfj7",
"s8g9fvr4n2y1l2yw3xn8y9rm5f644dlf",
"9h7j96h9rwlnlwb02675mqbyqrgc9rd8",
"wpwtjlr6896555h3b7ldqd765xyfk1cw"

WWW Records: www.limelightdesigner.com (A): 104.239.175.53

Services Detected:
No email hosting services detected



HTTP Headers

Header Value

date Wed, 14 Jan 2026 21:48:43 GMT

etag W/"2a2276f2cfcd2a7a0a0cb0fc58a53bfc"

vary Accept, Origin

server nginx/1.18.0 (Ubuntu)

x-runtime 0.004122

connection keep-alive

set-cookie _example_session=hFSfX%2BRiSV56zWNQUfF%2FwcJ8BeX8s
xhD7rxM3fgW%2FNpw4tTJZLb3928tkQ9fxK3J9YgG0SfDMZp9h6JTupRUT7Qldiw8scpky%2BZ1a6w0e6mFvfH9iL83sOHR%2BbcQd2LmGZ01NXPijptaXHezB0a0V9E8e8JG1x2%2FU2zk%2FirBEfRnekqYIVvOH4VglUOwbQZ5WvxJZzrkXux7r9a715WwkBO4v5tR93yFczO79ubP60ksXiI22ZeLkfn6Tii%2BPYrAUu9ZNIhlqw%2BnnZ6zX0centB39h6oBtGrDgYDAPqVnYdd5Rf5X7QqgjUzWgSSfw%3D%3D--84C%2BQzF6M%2BL9Ma0O--0ty4orJy%2BWqK1lZ1x57DAg%3D%3D;
path=/; expires=Wed, 28 Jan 2026 21:48:43 GMT;
HttpOnly; SameSite=Lax

content-type text/html; charset=utf-8

http_version HTTP/1.1

x-request-id 4d08e529-7e08-41be-ad62-34d30e07e969

cache-control max-age=0, private, must-revalidate

referrer-policy strict-origin-when-cross-origin

content-encoding gzip

x-xss-protection 0

transfer-encoding chunked

x-download-options noopen

x-content-type-options nosniff

x-permitted-cross-domain-policies none
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